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1. Device parameters

Power supply

Power consumption with no slave connected
Power consumption with 60 slaves connected
Maximum number of MBUS slaves

Maximum MBUS cable length (300 baud)
Dimension

* preferably DC for better efficiency performance

2. Factory settings

IP adress
Subnet mask
Gateway
TCP Port

MBUS Baudrate
MBUS Parity

Webserver Username
Webserver Passaword

12 -24 V AC/DC*
1,8W

55W

60

1000 m

93 x 54 x 61 mm

192.168.0.100
255.255.255.0
192.168.0.1
5000

9600
Even

Leave empty
Leave empty



3. Front view and connection schematic
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The device is equipped with two LEDs. The green LED labeled as “PWR”

indicates the presence of the power supply with a steady light. The yellow LED
labeled as “COM” flashes when a packet is sent to or received from the MBUS

line.



4. Description

The converter translates packets between MBUS physical layer and the
TCP/IP socket. The payload from TCP/IP socket is sent transparently to the MBUS
and responses from the MBUS slaves are sent to the socket in return.

The device is powered by a power supply in the range of 12 to 24VDC/VAC
and can communicate with up to 60 MBUS slave devices. However, the DC power
supply is recommended due to better efficiency parameters. The maximum
length of the cable segment connected to the slave can be up to 1000 meters
with a communication speed of 300 bps. For easier management of TCP/IP
packets in the master system, a utility “COM Port Redirector (RFC2217)” is
available. This utility allows redirection of TCP/IP packets to Virtual COM Port,
alternatively to OPC server.

5. Device setup using webserver

The device is equipped with a webserver working on a standard HTTP port.
Connect the device power supply and a LAN cable to your network and execute
“http://192.168.0.100” in your web browser to access the webserver. If the
device IP address has been changed, used the current IP address instead. The
web server may ask for login credentials. The device factory settings are to leave
the fields empty and click on the Sign In button (see picture below).

& 192.168.0.100
This site is asking you te sign in.

Username

Password

A main window of the web server will be shown after successful login.
Basic device settings are displayed in a table. Click on the Network button on the
left side of the window to access the network settings. A screenshot of the
network is shown in the picture below. Edit the necessary fields, click on the OK
button and click on the Apply Settings button on the left side panel to apply
network settings.



& C @ O 8 192.168.0.100/secure/ltx_confhtm

Xrorl LANTRONIX

Network Settings

ver Network Mode: | Wired Only ~ ~

IP Configuration
(O Obtain IP address automatically
Auto Configuration Methods
BOOTP: + Enable Disable
DHCP: =/ Enable Disable
AutolP: (¢ Enable | Disable

Trigger 3
Configurable Pins

DHCP Host Name:

Apply Settings @ Use the following IP configuration:

IP Address:
Subnet Mask:
Default Gateway:
DNS Senver.

Apply Defaults

Ethernet Configuration
Auto Negotiate
Speed: (¢ 100 Mbps 10 Mbps
Duplex: (= Full Half

Click on the Serial Settings button to show MBUS communication
parameters. A screenshot of the Serial Settings window is shown in the picture
below. Edit the necessary fields, click on the OK button and click on the Apply
Settings button on the left side panel to apply MBUS serial settings.

<« C @ O & 192.168.0.100/securefltx_confhtm
Xrorl LANTRONIX
Serial Settings
Channel 1
Disable Serial Port
Port Settings
Protocol: [ R5232 ~ ] Flow Control [ None g ]
Pack Control
[] Enable Packing
Configurable Pins Idle Gap Time: 12 msec -
Apply Settings
. Send Frame
Match 2 Byte Sequence: Yes (¢ Mo |mmediate: Yes = MNo
0x 00 Ox 00
Match Bytes: Send Trailing Bytes: =
Apply Defaults i (Hex) g e Hone One Two
Flush Mode
Flush Input Buffer Flush Qutput Buffer
With Active Connect. (O Yes & No With Active Connect (O Yes @ No
With Passive Connect: () Yes @ No With Passive Connect () Yes @ No
AtTime of Disconnect (O yes @ No AtTime of Disconnect () Yes @ No




The Connection page allows the user to edit the parameters of the TCP/IP
socket. The screenshot of the connection page is shown in the picture below.
Edit the necessary fields, click on the OK button and click on the Apply Settings
button on the left side panel to apply TCP/IP socket settings.

C @ O & 192.168.0.100/secure/ltx_conf.htm

Xrork LANTRONIX®

Connection Settings

Network
Server
Serial Tunnel

Channel 1
Connect Protocol

Hostiist Protocol: (TP v|
Channel 1
Connect Mode
Passive Connection: Active Connection:
Acceptincoming: | Yes v | Active Connect | None v |
Password
Required: O Yes ®No Start Character. 0x 0D (in Hex)
Apply Settings Password: Modem Mode | Mone ~ |
Modem Escape Sequence Pass Show IP Address After
Througn. @ Yes ONo RiNG; @ Yes OMo
Apply Defaults
Endpoint Configuration:
Local Port: Remote Port D

D Auto increment Local Port for active connect Remote Host |0.0.0.0

Commeon Options:
Telnet Com Port

P | Disable v | Connect Response | None = |
: Hostlist: =
Disconnect Mode
On Mdm_Ctrl_In . .
~brop: O ves @MNo Hard Disconnect @ Yes () Mo
Check EOT(CH-D): O Yes @ No Inactivity Timeout D: D(mins:secs)
[ ok |

6. Device setup using Telnet

An alternative way to the web server is to use a Telnet server to set up the
network and serial parameters. Connect the device power supply and a LAN
cable to your network. Run the command Iline and type
“telnet 192.168.0.100 9999” on the Windows operation system, see the picture
below. If the device IP address has been changed, use the current address
instead. Type command “telnet 192.168.0.100:9999” on Unix operating system.



EX Prikazowy riadok — O e

68.6.168 9999

Press Enter and the server will ask you if want to proceed to the Setup
Mode. Press Enter again within 5 second, the Setup mode screen will be
displayed. See the listing below.

MAC address 0080A3F70A57
Software version V6.10.0.3 (171229) XPTEXE

Press Enter for Setup Mode

Change Setup:
0 Server
Channel 1
E-mail
Expert
Security
Defaults
Exit without save
Save and exit Your choice ?

© 0O NO O W =

Press “0” to activate the Network settings page. The server will step by
step ask for the IP address, Gateway, DHCP server, and parameters. The current
values of each parameter are shown in round brackets. An example of the
command flow is shown in the listing below.

IP Address : (192) 192.(168) 168.(000) 000.(100) 100
Set Gateway IP Address (Y) ? Y

Gateway IP addr (192) 192.(168) 168.(000) 000.(001) 001
Netmask: Number of Bits for Host Part (O=default) (8) 8
Set DNS Server IP addr (N) ? N

Change Telnet/Web Manager password (N) ? N

Press “1” to activate MBUS serial settings page. The server will step by step
ask for the baudrate, serial communication parameters, and others. The current
values of each parameter are shown in round brackets. An example of the
command flow is shown in the listing below.



Baudrate (9600) ? 9600
I/F Mode (7C) ? 7C

Flow (00) ? 00

Port No (5000) ? 5000
ConnectMode (CO) ? CO
Send '+++' in Modem Mode
Show IP addr after 'RING'

(Y) 2 Y
(Y) 2 Y

Auto increment source port (N) ? N
Remote IP Address : (000) 000.(000)
000

Remote Port (0) ? O

DisConnMode (00) ? 00

FlushMode (00) ? 00

DisConnTime (00:00) ?00:00

SendChar 1 (00) ? 00

SendChar 2 (00) ? 00

000. (000) 000.(000)

Some of the parameters are set in a form of a hexadecimal number. They
are I/F mode, Flow, ConnectMode, DisConnMode, and FlushMode. The next
tables document the meaning of the particular binary words.

6.1. I/F (Interface) Mode

Default value: 7C hex

I/F mode option 7 6 5
RS-232C

7 Data Bits

8 Data Bits

No parity 0
Odd parity 0
Even parity 1
1 stop bit 0 1

2 stop bits 1 1

Examples:

RS-232C, 8-bit, No Parity, 1 stop bit:
RS-232C, 7-bit, Even Parity, 1 stop bit:
RS-232C, 8-bit, Even Parity, 1 stop bit:

4 3 2 1 0 |
0 0
1 0
1 1
0
1
1
4C hex
78 hex
7C hex



6.2. Flow Control
Default value: 00 hex

Flow Control option Hex
No flow control 00
XON/XOFF flow control 01
RTS/CTS handshake 02
XON/XOFF pass character to host 05

6.3. Connect mode
Default value: CO hex

I/F mode option 7 6 5
a) Incoming connection

Never accept incoming 0 0 0
Accept with active Modem Control In 0 1 0
Always Accept 1 1 0

b) Response

Nothing (quiet)

Character response (C=connect,
D=disconnect, N=unreachable)

c) Active Startup

No active startup

With any character

With active Modem Control In

With a specific start character

Manual connection

Autostart

Hostlist 0 0 1

d) Datagram Type
Directed UDP

e) Modem Mode

No Echo

Data Echo & Modem Response (Numeric)
Data Echo & Modem Response (Verbose)
Modem Response Only (Numeric)
Modem Response Only (Verbose)

o O o o o
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6.4. DisConnect mode
Default value: 00 hex

Disconnect Mode Option 7 6 5 4 3 2 1
Disconnect when Modem Control In is not
asserted (®

Ignore Modem Control In 0
Telnet Com Port Cntrl and terminal type

setup @

Channel (port) password (2) 1

Hard disconnect @ 0
Disable hard disconnect 1
State LED off with connection ¥

Disconnect with EOT (~D) ©®) 1

M) The Telnet Com Port Control feature is used in conjunction with Com Port
Redirector. The unit sends the Terminal Type upon an outgoing connection.

) A password is required for a connection to the serial port from the network.
) The TCP connection closes even if the remote site does not acknowledge the
disconnection.

) When there is a network connection to or from the serial port, the state LED
turns off instead of blinking.

) When Ctrl+D or Hex 04 is detected, the connection is dropped. Both Telnet
Com Port Cntrl and Disconnect with EOT must be enabled for Disconnect with
EOT to function properly. Ctrl+D is only detected going from the serial port to
the network.

®) When Modem Control In transitions from a high state to a low state, the
network connection to or from the serial port drops.
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6.5. Flush Mode

Default value: 00 hex

Flush Mode Option 7 6 5 4 3 2 1
Input Buffer (Serial to Network)

Clear with a connection initiated from the

device to the network

Clear with a connection initiated from the

network to the device

Clear when the network connection to or

from the device is disconnected

Output Buffer (Network to Serial)

Clear with a connection initiated from the
device to the network

Clear with a connection initiated from the
network to the device

Clear when the network connection to or
from the device is disconnected

Alternate Packing Algorithm (Pack Control)
Enable 1

For further information related to the telnet setup refer to Lantronix Xport
Device Server User Guide.
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7. COM Port Redirector

In a situation when establishing a TCP socket is not able or not preferred
on the host side a COM Port Redirector utility can be used. The utility creates a
virtual COM port and retransmits data from the selected TCP socket to the COM
port and vice versa. The utility can be downloaded from the link

https://www.lantronix.com/products/com-port-redirector/

A screenshot of the main window of the utility is shown in the picture

below. The screenshot depicts a situation where COM 200 had been created
and TCP port 5000 of the host “192.168.0.100” (which are the MBUS converter
factory default settings) is assigned. Detailed information about the utility can
be found on the website listed above.

% CPRManager 43.03 - ul X
9
File ComPort Device Tools Help
T Add/Remove Save 2] Refresh o Search For Devices igd Exclude
Com Ports Hide & Seftings Com 200 Tests
=2 All Com Ports (8) Com 200
=2 Com 1-200
-1 Vindow's Port Name: Lantronix CPR Port (COM200)
37} Vfindow's Device Name:  \Device\CprDevice200 Com Status Closed
-1 Vfindow's Service Name:  CprDrvr Metwork Status:  Disconnected
g Reset to Defaults Cancel Edits
¥ ) B
g Buffer Writes ( Keep checked for better write performance ) 7 3| Connection Timeout (in seconds)
g=d Com 200] [ Server Reconnect Timeout Reconnect [0 15| Reconnect Limit (0 = forever)
[] Mo Net Clese:
[] Listen Mode Normal - port closed after disconnect TCP Port Add To Firewall
[ITCP Keepalive ~ [7200000 % | Keepalive Time (msec)  [1000 2| KeepAlive Interval (msec)
[JRFC2217  DTR(In): |Tie DTRto DCD. DSR always active
(TruPorf)
| @ [WARNING! If the Hosl is on the other side of a oulerora
firewall, then UDP ports 30718, 43282 and 43283 may need to be
1 [1521680.100 [ 15000 '@ |dded o the firewalls ion list_ You may experience trouble
2 | opening this com port if these UDP ports are not excluded_
3 Also, some | device servers on UDP port 43283. I
4 you are unable to conned! to a device server, one possible
cause is the Firewall on this machine is blocking this port_Press:
2 the "Add Rx Port” button to add this port to the Frewall. I the
6 button caption reads ‘Remove Rx Port’ then the port has already
7 been added and can be removed by pressing this button.
8 Add Rx Port The Firewall is umed ON
Device List Collapse 4
P Address #Pots TCPPot Product D HW Address Network Interface Device Name Port Name
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